ADP Java 7.0.45 Installation Instructions

Removing Older Versions of Java

Login to the machine using an account with Admin Rights

Click on START — CONTROL PANEL

On the CONTROL PANEL screen, select SMALL ICONS from the VIEW BY option at the top right
Click on PROGRAMS AND FEATURES

Select any previous versions of JAVA (ie. 6.0.11, 6.0.45) and UNINSTALL

Once all versions of Java are removed, close out of Control Panel

S o

Install Java 7.0.45

1. The Java 7.0.45 installation executable can be found at the location below:

https://drive.google.com/file/d/0ByEZgz0Z7nYnVIOQwYXVWTGImbHc/view?usp=sharing

2. Copy the file to the desktop or launch it from this location.

3. You may prompted with a USER ACCOUNT CONTROL box, click on YES

a. Atthe Javainstallation screen, click on INSTALL

. ﬁ‘;.‘ Java Setup - Welcome @

ORACLE

Welcome to Java™

Java provides safe and secure access to the world of amazing Java content.
From business solutions to helpful utilities and entertainment, Java makes
your internet experience come to life.

Mo personal information is gathered as part of our install process. For more
information on what we do collect, see http://java.com/data

Click Install to begin installing Java now.

["] change destination folder Cancel ] [ Install = ]

4. You may prompted with a USER ACCOUNT CONTROL box, click on YES
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5. At this point the installation will continue and complete

'_'&5 Java Setup - Progress

ORACLE

Status: Registering Java Runtime Environment

3 Billion Devices Run Java

' ORACLE'

6. Once complete, click on CLOSE

‘ﬁ Java Setup - Complete

OoORACLE

¥You have successfully installed Java.

Java updates will automatically be downloaded to provide you with the latest
features and security improvements. To change this, see
http://java.com/autoupdate

Close

7. REBOOT
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Configuring Java 7.0.45 for ADP/eTime Access

1. Login as the user
2. Go to the following location on the desktop:
C:\Program Files (x86)\Java\jre7\bin

3. Click on the JAVACPL.EXE file

- - T
— - -
@le . % Program Files (x86) » Java » jre? » bin » - | +y | |_
Organize = Open Burn Mew folder
P Eovniiiec Mame Date modified
B Desktop B jabswitch.exe 2/25/201512:54 PM
% Downloads || java.dll 2/25/201512:54 PM
%= Recent Places [ £ java.exe 2/25/201512:54 PM
|%| java_crw_demo.dll 2/25/201512:54 PM
%) JavahccessBridge-32.dlI 2/25/201512:54 PM

4 Libraries
| £ javacpl.exe 2/25/2015 12:54 PM

2015 12:54 P

E| Documents
Jf Music |%) javafx-font.dll

fo
f=d
Ln

4. Inthe Java Control Panel screen, on the GENERAL tab, click on SETTINGS
II—|é| Java Control Panel EI_IQ‘

{Generali| 1ava I Security | Advanced|

About

View version information about Java Control Panel.

Network Settings

Network settings are used when making Internet connections. By default, Java wil
use the network settings in your web browser. Only advanced users should modify

these settings.
Network Settings...

Temporary Internet Files
Files you use in Java applications are stored in cial folder for quick execution
later. Only advanced users should delete files ify these settings.

[ Settings... H View...

Javain the browser is enabled.  See the Security tab
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5. Inthe TEMPORARY FILES SETTINGS screen, click on DELETE FILES

s ~
Temporary Files Settings [ﬂ]
Keep temporary files on my computer .
Location
Select the location where temporary files are kept:
2:\Userstjrios\AppDataLocalLow'\Sun'Java\Deploymenticache Change...
Digk Space
Select the compression level for AR files: Mane v
Set the amount of disk spa storing temporary files:
i G 32788 5 MB
H
’ Delete Files... ] ’ Restore Defaults ]
i
I Lok J[ cancel |
=

6. On the DELETE FILES AND APPLICATIONS screen, MAKE SURE ALL 3 OPTIONS ARE SELECTED, and
click OK

F |
Delete Files and Applications [ﬂ

a_'"T"E Delete the following files?
L
Trace and Log Files

Cached Applications and Applets
installed Applications and Applets

\[ ok | [ cancel |

7. Once the files are deleted, click OK to exit the TEMPORARY FILES SETTINGS screen
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8. Once you are back at the JAVA CONTROL PANEL screen, select the ADVANCED tab

-
| £/ Java Control Panel ==

| General I Java I Security| Advanced

»

Debugging
i-[] Enable tracing
-[7] Enable logging
----- [ Show applet lifecyde exceptions
Java console
i-(7) Show console
| Hide console 1
) Do not start console
Default Java for browsers
i Microsaft Internet Explorer

m

Mozilla family
Java Plug-in
i..[J] Enable the next-generation Java Plug-n (requires browser restart)
ortcut Creation
() Always allow
1 Always allow if hinted
| Prompt user
) Prompt user if hinted
) Never allow

INLP File MIME Assodation S
4 il | 5

[ 0K ”Cancel][npply ]

9. Scroll down to the JAVA PLUG-IN option and de-select ENABLE THE NEXT-GENERATION...

LA LV T L TR 3

----- Microsoft I et Explorer

Enable the next-generation Java Plug-in (requires browser restart)
Shortcut Creation
i) Always allow

10. You will be prompted with a SECURITY WARNING screen, select DISABLE

-
Security Warning

Disable the Next Generation plug-in?

Security features will be disabled if you do not enable
This is NOT recommended.

Generation plug-in.

11. Still on the ADVANCED tab, scroll down to the APPLICATION INSTALLATION option and click on
NEVER INSTALL
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Appli-:ation Installation
i) Install if hinted
) Install if

t created
inted and shortout
@) Never install
Secure Execution Environment

12. Then scroll down to the MIXED CODE (SANDBOXED...

WARNING AND RUN WITH PROTECTIONS

-
|£:| Java Control Panel

)

| General I Java I Security| Advanced

() Install if hinted

1 Install if shortcut created

nstall if hinted and shortcut

) Never install

Secure Execution Environment

-[7] Allow user to grant permissions to signed content

how sandbox warning banner

= Allow user to accept JNLP security requests
Don't prompt for di

does not match hostname
cate from server even ifitis valid
oxed vs, trusted) security verification
=] show warning if needed
() Enable - hide warning and don't run untrusted code
(") Disable verification (not recommended)
Perform certificate revocation checks on

= Publisher's certificate only
1 All certificates in the chain of trust

(@) Do not check (not recommended)
4| i |

3

certificate selection when no certificates or only one|

m

[ ok

H Cancel H Apply ]

option and click on ENABLE — HIDE

13. Click on APPLY on the bottom right and then click on OK on the SUCCESS — JAVA PLUG-IN screen.

-
Success - Java Plug-in

S

Java Plug-in settings changed.

Changes to the next-generation Java Plug-in option will be in effect after resm\owser(s}.

14. Click on OK to close out of the JAVA CONTROL PANEL
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Internet Explorer ADP/eTime Settings

1. Open Internet Explorer, click on the OPTIONS cog and then click on COMPATIBILITY VIEW
SETTINGS

| (o) |

Print

File

Zoom (100%)
Safety

vvvv#

Add site to Start menu

View downloads trl+]
Manage add-ons

F12 Developer Tools

Go to pinned sites

Compatibility View settings

Report website problems

2. Inthe COMPATIBILITY VIEW SETTINGS, type ADP.COM in the blank field and click on ADD. Also,
verify that all check mark options are checked off and then click on CLOSE.
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wﬁ Change ity View Settings
Add this website:
adp.com | Add I

Websites you've added to Compatibility View:

Remove

Display intranet sites in Compatibility View

Use Microsoft compatibility lists

%ading the Internet Explorer priva

3. Open Internet Explorer, click on the OPTIONS cog and then click on INTERNET OPTIONS

n
Print n 2

File »
Zoom (100%) 3
Safety 2

Add site to Start menu

View downloads Ctrl+J
Manage add-ons

F12 Developer Tools

Go to pinned sites

Compatibility View settings

Report website pro
Internet options

About Internet Explorer

4. In the INTERNET OPTIONS screen, click on the SECURITY tab. Then click on TRUSTED SITES and
then SITES
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Internet Options m

General | Security | Privacy | Content I Connections | Programs I .ﬂ\dvancedl

Select a zone to vi

o .

Internet  Localintranet IEEREEE  Restricted
sites |

e
V’ This zone contains websites that you

trust not to damage your computer or
vour files,

curity settings.

5. In the TRUSTED SITES screen, type in HTTPS://*.ADP.COM into the open field and click ADD.
Next, verify that the REQUIRE SERVER VERIFICATION... button is checked off. Then click CLOSE.

-
Trusted sites e —— - g

Yfou can add and remove websi
T this zone will use the zone's se

this zone. All websites in

Add this website to the
https://*.adp.com

Websites:

Remove

Reg rver verification (https:) for all sites in this zone

Close

6. Next, click on the PROGRAMS tab and then click on MANAGE ADD-ONS

Programs | advanced

Make default
Tell me if Interne iz not the default web browser,

Manage add-ons

r\’ Enable or disable browser add-ons

installed in your system.

HTML editing
s Choose the program that vou want Internet Explorer to use for ]

Manage add-ons

7. On the left, click on the CURRENTLY LOADED ADD-ONS drop down button and select ALL ADD-
ONS
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Add-on Types Mame
Adobe Systems Incorporated

Shockwave Flash Object
Mchfee, Inc.
scriptproxy

Microsoft Corporation

@-Toolbars and Extensicns
p Search Providers

[ Accelerators
@Tracking Protection

e . .
 opelling Correction Lync Browser Helper

Groove GFS Browser Helper
Office Document Cache Handler
Lync Click to Call

Groove Folder Synchronization

Mot Available
Show: Sun Java Console
Currently loaded add-ons - Send to OneMote

All add-ons

Currently loaded add-ons
Fun without permission
Downloaded controls

8. Scroll down on the right until you get to the Java Plugins and verify the plugin for Java7.0.45 is
ENABLED

Java Plug-in10.45.2 Oracle America, Inc. Enabled

9. Double click on the JAVA PLUG-IN 10.45.2 add-in and click on the ALLOW ON ALL SITES button
and then click CLOSE

'More Information — — it g‘
- — — .
Name: Java Plug-in10.45.2
Publisher: Oracle America, Inc.
Type: ActiveX Control
Status: Enabled
Architecture: 32-bit
Version: 7045018
File date: Today, February 25, 2015, 3 hours ago
Date last accessed: Not available
Class ID: {8ADICB40-044E-11D1-B3E9-00805F499093}
Use count: 0
Block count: 0
File: ssw.dll
Folder: C\Program Files (x86)'Java\jrel\bin
Copy
You have approved this add-on to run on the following i

Remove all sites Allow on all sites

‘Remove all sites’ will remove the add-on from all websites. ‘Allow on all sites’ will allow t itrol to
run on all websites,
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10. Close the MANAGE ADD-ONS screen and then click OK on the INTERNET OPTIONS screen.
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